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VEUILLEZ LIRE ATTENTIVEMENT LA PRÉSENTE POLITIQUE DE 
CONFIDENTIALITÉ 

La présente politique de confidentialité décrit les pratiques d’Everbridge, Inc. (ainsi que ses 
filiales et sociétés affiliées, « Everbridge », « elle », « nous », « notre », « nos »). Elle explique 
comment Everbridge collecte, traite et partage vos données à caractère personnel, ainsi que les 
droits et choix dont vous disposez concernant ces données. 

Everbridge peut réviser périodiquement la présente politique de confidentialité ; le cas 
échéant, la date figurant en tête du document sera mise à jour en conséquence. Les 
modifications prennent effet dès leur publication ; nous vous encourageons donc à 
consulter cette politique de confidentialité régulièrement. En outre, la présente politique 
de confidentialité peut être complétée ou modifiée ponctuellement par d’autres politiques 
publiées ailleurs, notamment sur certaines pages de la plateforme Everbridge et lorsque 
vous utilisez certains services. 

La présente politique de confidentialité est disponible ici : 

https://www.everbridge.com/about/legal/everbridge-global-privacy-notice 

Vous pouvez accéder directement à certains sujets en consultant les rubriques ci-dessous : 

1. Applicabilité du présent Avis de confidentialité ; certains autres avis 
2. Données à caractère personnel traitées par Everbridge 
3. Comment Everbridge collecte vos données à caractère personnel 
4. Comment Everbridge utilise vos données à caractère personnel 
5. Comment Everbridge partage des données à caractère personnel avec des tiers 
6. Vos droits et choix en matière de protection des données 
7. Chatbots 
8. Enfants 
9. Sécurité 
10. Conservation 
11. Transferts internationaux de données 
12. Conditions d’utilisation du site web 
13. Liens vers d’autres plateformes ; plateformes de réseaux sociaux 
14. Nous contacter 
15. Informations complémentaires pour les résidents de Californie 
16. Résidents du Nevada 
17. Résidents du Royaume-Uni et de l’EEE – Avis de confidentialité au titre de l’article 14 

https://www.everbridge.com/about/legal/everbridge-global-privacy-notice


18. Tableau : comment nous partageons vos informations 

 
1. Applicabilité de la présente politique de confidentialité ; certaines autres politiques 

Nos services 

La présente politique de confidentialité s’applique aux données à caractère personnel qu’Everbridge 
traite, y compris celles qu’elle collecte lorsque vous interagissez avec nous dans certains contextes en 
ligne, par exemple lorsque vous accédez aux sites web d’Everbridge ou les utilisez (y compris, sans s’y 
limiter, www.everbridge.com, manager.everbridge.net, www.xmatters.com, flight-safe.com, 
www.bestinresilience.com, www.redskye911.com, www.nixle.com et www.infiniteblue.com), aux sites 
mobiles, aux applications (web et mobiles), aux plateformes et à certains produits Everbridge (notamment 
Everbridge Travel Protector, Everbridge Assist, Anvil Riskmatics et Everbridge BC in the Cloud), dès lors 
qu’ils renvoient vers la présente politique de confidentialité (l’ensemble étant désigné collectivement la « 
plateforme »), ou lorsque vous communiquez avec Everbridge par e-mail, SMS, via des chatbots, des 
outils de messagerie intégrés à l’application, ou lorsque vous interagissez avec ses publicités 
numériques. Il couvre également les données à caractère personnel collectées lorsque vous interagissez 
avec Everbridge dans certains contextes hors ligne, par exemple lors de conférences ou salons, ou 
lorsque vous communiquez avec les équipes commerciales ou de support d’Everbridge en personne, par 
téléphone ou par courrier postal. Dans la présente politique de confidentialité, nous désignons les 
produits et services que nous fournissons, en ligne (y compris via la Plateforme) et hors ligne, sous le 
terme « Services ». 

La présente politique ne s’applique pas aux données à caractère personnel non traitées par Everbridge. 
Dans certains cas, la plateforme traite des données à caractère personnel pour le compte de clients 
d’Everbridge, Everbridge agissant alors en qualité de prestataire pour ses clients professionnels (parfois 
désignés comme « responsables du traitement »). Dans ce cas, le client d’Everbridge est le responsable 
du traitement, et Everbridge traite vos données à caractère personnel conformément à l’accord conclu 
avec ce client. Si vous êtes client d’un client d’Everbridge et avez des questions sur les pratiques de 
confidentialité de ce client, y compris sur les informations qu’Everbridge pourrait traiter pour son compte, 
veuillez le contacter directement ou consulter ses avis de confidentialité. 

Politique de confidentialité pour les informations médicales 

Veuillez noter que certains services d’Everbridge peuvent impliquer la coordination de services de santé 
et le traitement de vos informations médicales. L’utilisation et la divulgation de vos informations 
médicales par Everbridge dans ce contexte, ainsi que vos droits concernant ces informations, sont 
décrites dans la politique de confidentialité pour les informations médicales d’Everbridge, disponible ici : 
https://www.everbridge.com/about/legal/everbridge-privacy-practices-for-medical. 

Pratiques spécifiques – Services d’engagement communautaire (Nixle) 

Les conditions et limites supplémentaires suivantes s’appliquent à la manière dont Everbridge collecte et 
traite des données à caractère personnel lorsque vous interagissez avec ou utilisez les services 
« Everbridge Community Engagement » (Nixle), susceptibles d’être accessibles via des sites mobiles, 
des applications (web et mobiles), des intégrations de site web, des widgets, des SMS et d’autres 
plateformes (collectivement, le « Service communautaire Everbridge », et ces données, les « Données 
personnelles communautaires Everbridge »). Everbridge, ses prestataires et ses partenaires 
commerciaux ne traitent les données personnelles communautaires Everbridge qu’aux fins d’exécution 
du service communautaire Everbridge, de communications (notamment pour répondre aux signalements 
anonymes et autres messages soumis via le service communautaire Everbridge), d’amélioration du 
service communautaire Everbridge, de personnalisation, de sécurité et de prévention de la fraude, ainsi 

http://www.everbridge.com/
http://www.xmatters.com/
http://www.bestinresilience.com/
http://www.redskye911.com/
http://www.nixle.com/
http://www.infiniteblue.com/
https://www.everbridge.com/about/legal/everbridge-privacy-practices-for-medical


que pour se conformer aux obligations légales (telles que décrites plus en détail dans la section « 
Comment Everbridge utilise vos données à caractère personnel » ci-après). Everbridge: 

• Ne vend pas les données personnelles communautaires Everbridge ; 
• Ne partage pas les données personnelles communautaires Everbridge avec des tiers pour leur 

propre usage indépendant ou à des fins publicitaires. 

Politique de confidentialité des employés et des candidats 

La présente politique de confidentialité ne s’applique pas aux données à caractère personnel traitées par 
Everbridge en sa qualité d’employeur ou de futur employeur. Si vous êtes salarié(e) d’Everbridge ou 
candidat(e) à un emploi et souhaitez consulter les avis applicables dans ces situations, veuillez écrire à 
privacy@everbridge.com. 

 
2. Données à caractère personnel traitées par Everbridge 

Les données à caractère personnel traitées par Everbridge peuvent inclure : 

• Informations sur l’appareil : lorsque vous accédez à la plateforme ou l’utilisez (y compris les 
applications mobiles), interagissez avec des publicités numériques Everbridge ou ouvrez nos e-
mails, Everbridge peut recueillir des informations sur votre navigateur ou appareil (exemple : nom 
ou type, version, paramètres, etc.), votre adresse IP, des identifiants uniques en ligne (exemple : 
adresse MAC, identifiants d’appareil mobile, etc.), des informations sur votre fournisseur d’accès 
Internet ou réseau mobile, le nom et la version de votre système d’exploitation, les pages de 
provenance et de sortie, ainsi que la date et l’heure de votre visite. 

• Données d’utilisation : Everbridge traite des informations sur vos interactions avec la 
plateforme (y compris via les applications mobiles), les publicités numériques et les e-mails, 
notamment les pages consultées et la fréquence/durée d’utilisation de la plateforme, les liens ou 
boutons sur lesquels vous cliquez, les termes de recherche saisis, des données de performance, 
des enregistrements ou journaux d’événements de vos sessions, et d’autres interactions 
similaires. 

• Données de localisation non précises : lorsque vous accédez à la plateforme ou l’utilisez (y 
compris les applications mobiles), interagissez avec des publicités numériques Everbridge ou 
ouvrez nos e-mails, Everbridge peut déduire votre localisation géographique non précise, 
notamment en collectant votre adresse IP ou d’autres informations sur l’appareil. 
Veuillez noter que, dans le cadre de certains services (exemple : services de gestion des risques 
liés aux déplacements et services communautaires Everbridge), et lorsque vous avez 
expressément activé la fonctionnalité correspondante dans les réglages de votre appareil mobile, 
Everbridge peut traiter des données de localisation précises (voir ci-dessous « Données 
sensibles »). 

• Coordonnées : Everbridge peut traiter vos coordonnées, y compris des identifiants tels que vos 
nom et prénom, adresse postale, numéro de téléphone et adresse e-mail. 

• Informations professionnelles et relatives à l’emploi : Everbridge peut traiter des informations 
sur votre emploi, notamment le nom de votre employeur et votre fonction, vos qualifications 
professionnelles, affiliations institutionnelles et coordonnées professionnelles. 

• Informations démographiques : Everbridge peut traiter des informations démographiques vous 
concernant, telles que votre date de naissance ou âge, genre, informations et données de profil 
issues des réseaux sociaux, et informations similaires. 

• Préférences : Everbridge peut traiter des informations sur vos préférences, notamment sur la 
manière dont vous préférez communiquer avec nous, et si vous souhaitez vous abonner à notre 
newsletter et à nos communications marketing. 

• Informations de carte de paiement, détails de paiement et historique d’achats : les 
prestataires tiers d’Everbridge traitent vos informations de carte de paiement et autres détails de 

mailto:privacy@everbridge.com


paiement si vous achetez des services Everbridge. Everbridge peut également traiter des 
informations sur d’autres produits ou services que vous avez achetés ou envisagé d’acheter. 

• Enregistrements d’appels, e-mails et discussions : si vous nous appelez, envoyez un SMS, 
écrivez un e-mail, soumettez des questions ou commentaires via notre formulaire web « 
Contactez-nous », ou utilisez la fonctionnalité « chatbot » de la plateforme pour contacter des 
représentants commerciaux ou du support (ou d’autres agents/ représentants d’Everbridge), ou 
nous contactez via une plateforme de réseaux sociaux, ou via d’autres formes de communication 
entrante, Everbridge peut conserver des traces de ces échanges, y compris les informations 
fournies dans ce cadre. 

• Contenu soumis : Everbridge traite toute donnée à caractère personnel que vous nous 
soumettez via la plateforme, par e-mail ou par courrier postal, y compris toute donnée fournie 
dans des champs de texte libre, dans vos retours écrits, avis produits, témoignages, réponses à 
des enquêtes, ou autres informations, photos ou vidéos. Le « contenu soumis » inclut également 
des données à caractère personnel que vous partagez via les réglages de votre appareil mobile, 
par exemple lorsque vous autorisez nos applications mobiles à accéder à des photos, fichiers ou 
documents, ou à créer des enregistrements audio/vidéo (exemple : lorsque vous utilisez 
l’application mobile pour enregistrer ce qui se passe autour de vous lorsque vous vous sentez en 
danger). 

• Identifiants de compte : si vous créez un compte Everbridge, Everbridge traite vos identifiants 
de compte, y compris votre identifiant de connexion et mot de passe. Dans certains cas, votre 
employeur peut créer un compte pour vous (exemple : lorsqu’un administrateur client met en 
place des comptes utilisateurs). 

• Données liées aux déplacements : si vous utilisez des services Everbridge de gestion des 
risques liés aux déplacements (ou des services similaires), Everbridge peut traiter des détails 
relatifs à vos plans de voyage, y compris itinéraire, réservations d’hébergement, lieu habituel de 
travail pendant le déplacement et historique de voyages internationaux. 

• Données sensibles : certains services (exemple : services de gestion des risques liés aux 
déplacements et services communautaires Everbridge) peuvent amener Everbridge à traiter des 
données pouvant être considérées comme « données sensibles » ou « catégories particulières 
de données » au sens des lois applicables, notamment : 

o données médicales ou de santé (exemple : allergies, blessures, médicaments, 
vaccinations, antécédents de santé physique/mentale/dentaire, statut de grossesse, etc.) 
et données d’assurance santé ; 

o numéro de passeport ou autre identifiant délivré par l’administration ; 
o origine raciale ou ethnique ; 
o nationalité ou statut d’immigration ; et 
o données de géolocalisation précises (coordonnées de latitude et longitude) (« données 

de localisation précises »), pouvant être complétées par des « données de mouvement » 
collectées par votre appareil mobile (l’utilisation de « données de mouvement » améliore 
la capacité d’Everbridge à déterminer votre géolocalisation précise tout en réduisant la 
consommation de batterie). 
Lorsque la loi l’exige, Everbridge obtiendra votre consentement explicite pour ce 
traitement. 

• Données relatives aux enfants : si vous utilisez des services de gestion des risques liés aux 
déplacements et prévoyez de voyager avec vos enfants, Everbridge peut traiter les informations 
que vous fournissez à leur sujet, notamment leurs noms, âges, descriptions, ainsi que des plans 
de scolarité et de garde d’enfants pendant le voyage. Everbridge peut également traiter des 
informations concernant vos enfants pouvant constituer des « données sensibles » telles que 
définies ci-dessus. 

• Inférences : Everbridge peut déduire des inférences à partir des informations de la présente 
section 2 pouvant se rapporter à vos préférences, caractéristiques ou autres éléments. 

Everbridge peut anonymiser ou agréger certaines catégories d’informations ci-dessus afin qu’elles ne 
soient plus liées à vous, ou raisonnablement rattachables à vous ; elles ne constituent alors plus des « 



données à caractère personnel ». Everbridge ne ré-identifiera pas et ne tentera pas de ré-identifier ces 
informations, sauf obligation légale. 

 
3. Comment Everbridge collecte vos données à caractère personnel 

Everbridge peut collecter les informations décrites ci-dessus auprès de diverses sources, notamment 
directement auprès de vous, auprès d’un client professionnel Everbridge avec lequel vous avez un lien 
(exemple : employeur-salarié), auprès de tiers partenaires, et via des cookies ou d’autres moyens 
automatisés. 

• Directement auprès de vous : nous collectons des informations lorsque vous les fournissez à 
Everbridge, notamment lorsque vous nous contactez par e-mail, téléphone, SMS, courrier postal 
ou via nos pages de réseaux sociaux, via un chatbot Everbridge, ou lorsque vous communiquez 
en personne avec des employés/agents Everbridge ; lorsque vous téléversez du contenu soumis 
sur la plateforme (notamment via des formulaires web et champs de texte libre) ou l’envoyez par 
e-mail, courrier postal ou réseaux sociaux ; lorsque vous créez un compte Everbridge ; lorsque 
vous répondez à une enquête/questionnaire ou fournissez un témoignage ; ou lorsque vous 
sélectionnez/mettez à jour vos préférences de communication. 

• Automatiquement depuis votre appareil ou navigateur : certaines informations (exemple : 
informations sur l’appareil, données d’utilisation, données de localisation non précises et, si vous 
l’activez, données de localisation précises) sont collectées automatiquement lorsque vous visitez 
la plateforme, ouvrez nos e-mails ou interagissez avec nos publicités numériques. 

• Auprès de tiers : certains tiers peuvent partager avec Everbridge des informations qu’ils ont 
collectées auprès de vous ou vous concernant, notamment des sociétés d’analyse de données, 
des sociétés de publicité/marketing, des courtiers en données (data brokers), des partenaires 
commerciaux, des organisateurs d’événements et conférences, ou des prestataires/fournisseurs 
qui assistent au fonctionnement de la plateforme Everbridge et plus généralement à nos activités. 

Si vous utilisez un service en raison de votre relation avec un client professionnel Everbridge (exemple : 
employeur-salarié), Everbridge peut recevoir des informations vous concernant de la part de ce client. De 
même, si vous êtes membre de la famille d’une personne ayant une relation avec un client Everbridge, 
Everbridge peut collecter des informations vous concernant auprès de ce membre de la famille ou du 
client concerné. 

• Cookies et technologies similaires : Everbridge utilise des cookies (petits fichiers stockés sur 
votre appareil ou navigateur), des pixels espions (tiny graphic images intégrées à un site web, 
une application ou un e-mail) et des technologies similaires pour collecter automatiquement des 
informations lorsque vous visitez la plateforme ou interagissez avec nos e-mails/publicités 
numériques (exemple : informations sur l’appareil, données d’utilisation, données de localisation 
non précises et données de localisation précises). Grâce à ces technologies, Everbridge peut 
relier dans le temps les informations relatives à vos interactions (exemple : pages visitées, 
liens/boutons cliqués, durée de consultation). 

Everbridge collabore également avec des sociétés tierces de publicité, marketing, enregistrement de 
session et analyse de données (y compris certains partenaires publicitaires de réseaux sociaux) qui 
utilisent des cookies/technologies similaires pour collecter et/ou enregistrer des informations sur vos 
interactions avec la plateforme Everbridge, nos e-mails et publicités numériques, ainsi que vos 
interactions avec d’autres sites web et plateformes numériques, et qui utilisent et partagent ces 
informations pour diffuser des publicités mieux adaptées à vos centres d’intérêt. Everbridge reçoit des 
informations de ces tiers afin de comprendre l’efficacité de sa publicité, de fournir ses services et de 
comprendre le fonctionnement, la performance et l’usage de la Plateforme. Everbridge peut ne pas 
contrôler les informations personnelles une fois collectées par ces tiers. La collecte et l’utilisation de vos 



informations par l’un de nos Fournisseurs de services d’analyse web, Google Analytics, sont régies par la 
politique de confidentialité de Google, consultable ici. 

• Sources accessibles au public : Everbridge peut collecter des informations auprès de sources 
publiques, telles que les réseaux sociaux, sites de réseautage professionnel et pages de profil 
disponibles sur des sites d’entreprise. 

À l’exception du Global Privacy Control, les sites web Everbridge ne répondent pas aux signaux 
universels d’opposition(opt-out) au niveau navigateur/appareil, ni à d’autres mécanismes permettant aux 
consommateurs d’exercer un choix concernant la collecte d’informations personnelles relatives à leurs 
activités en ligne et sur des sites/services en ligne de tiers. 

 
4. Comment Everbridge utilise vos données à caractère personnel 

La manière dont Everbridge utilise les données à caractère personnel qu’elle collecte dépend de la façon 
dont vous interagissez avec nous et peut inclure les finalités professionnelles ou commerciales listées ci-
dessous. En général, Everbridge traite vos informations personnelles pour analyser les tendances, 
sécuriser ses systèmes et améliorer l’expérience utilisateur de la plateforme et ses services, y compris 
via l’utilisation de technologies d’apprentissage automatique (machine learning) ou d’intelligence 
artificielle. Lorsque nous mentionnons des bases juridiques de traitement, celles-ci ne s’appliquent que 
dans la mesure où le droit applicable exige une base légale et lorsque nous déterminons les finalités et 
moyens du traitement. Lorsque Everbridge traite des informations pour le compte de ses clients, vous 
devez les contacter pour en savoir plus sur leurs pratiques. 

Exécution des services Everbridge 

Everbridge et ses prestataires traiteront vos données à caractère personnel afin d’exécuter nos services, 
notamment : (i) exécuter vos commandes (exemple : traiter les paiements, confirmer ou vous informer de 
l’état de votre commande, etc.) ; (ii) lorsque vous créez un compte Everbridge, vous inscrivez comme 
utilisateur (salarié ou employeur) du système de gestion des risques liés aux déplacements, gestion de 
crise, continuité d’activité ou de traçage des contacts, vous abonnez à des notifications d’urgence, 
soumettez un signalement anonyme ou d’autres messages via notre service communautaire, ou sollicitez 
une assistance technique ou autre ; (iii) évaluer et résoudre les incidents/problèmes liés à l’utilisation de 
la plateforme et des services ; et (iv) vous donner accès à des livres blancs, webinaires et ressources 
similaires. 

Si vous avez une relation avec un client professionnel Everbridge (ou êtes un membre de la famille d’une 
telle personne), Everbridge traitera vos données conformément à son contrat avec ce client. 

Nous nous appuyons sur plusieurs bases juridiques pour traiter vos données à caractère personnel afin 
de fournir nos services : 

• Exécution d’un contrat : pour traiter les Identifiants de compte ; coordonnées ; informations 
professionnelles et relatives à l’emploi ; informations démographiques ; informations de carte de 
paiement, détails de paiement et historique d’achats ; données liées aux déplacements ; données 
sensibles ; et données relatives aux enfants. 

• Consentement : pour traiter les Informations sur l’appareil, données d’utilisation et données de 
localisation précises collectées via des cookies non essentiels (lorsque le consentement est 
requis) ; et, dans certaines circonstances, pour traiter des données sensibles. 

• Intérêts vitaux : lorsque le traitement est nécessaire pour protéger vos intérêts vitaux ou ceux 
d’une autre personne dans le cadre de nos services. 

• Obligation légale : lorsque le traitement est requis pour respecter nos obligations légales, par 
exemple à des fins comptables ou de prévention de la fraude. 

https://policies.google.com/privacy
https://globalprivacycontrol.org/


• Intérêts légitimes d’Everbridge : pour traiter le contenu soumis ; et pour déterminer des 
inférences à partir des données fournies. Vous pouvez disposer d’un droit d’opposition au 
traitement fondé sur nos intérêts légitimes ; voir « Vos droits et choix en matière de protection 
des données » ci-dessous. 

Lorsque la loi l’exige, Everbridge ne traitera les « catégories particulières » de données qu’avec votre 
consentement explicite. 

Communications 

Everbridge traitera les données à caractère personnel contenues dans les enregistrements d’appels, e-
mails et discussions (en direct ou avec des agents d’IA) afin de communiquer avec vous, notamment 
pour répondre à vos demandes/questions et solliciter des retours via des enquêtes, avis produits, 
témoignages ou autres messages. 

Bases juridiques : 

• Exécution d’un contrat : lorsque vous avez formulé une demande ou une question. 
• Intérêts légitimes d’Everbridge : lorsque nous sollicitons des retours. Droit d’opposition 

possible (voir ci-dessous). 

Publicité et marketing 

Everbridge peut traiter vos données à caractère personnel à des fins de publicité et de marketing de ses 
services en ligne, par e-mail, courrier postal, téléphone et via d’autres canaux de communication, y 
compris les plateformes de réseaux sociaux et les moteurs de recherche. 

Everbridge pratique la publicité ciblée (également appelée « publicité comportementale intercontextuelle 
»), c’est-à-dire qu’elle utilise des sociétés publicitaires tierces pour afficher des publicités numériques 
adaptées à vos centres d’intérêt en fonction de vos activités en ligne, ainsi que pour fournir des services 
liés à la publicité (diffusion, reporting, attribution, analytique, études de marché). Everbridge autorise des 
sociétés tierces à collecter et traiter certaines informations lorsque vous visitez la plateforme et, lorsque 
requis, avec votre consentement via des cookies non essentiels. Ces informations peuvent être utilisées 
pour diffuser des publicités pour les services Everbridge et pour les produits/services d’autres sociétés. 

En outre, si vous choisissez de communiquer ou de fournir des retours, avis ou témoignages, Everbridge 
peut utiliser ces informations à des fins de publicité/marketing et pour améliorer ses produits et services. 

Bases juridiques : 

• Intérêts légitimes d’Everbridge : lorsque le droit applicable l’autorise, nous pouvons vous 
contacter à des fins marketing/publicitaires car il est dans notre intérêt légitime de promouvoir 
des services susceptibles de vous intéresser. Vous pouvez disposer d’un droit d’opposition (voir 
ci-dessous). 

• Consentement : lorsque requis, Everbridge ne vous adressera des communications 
marketing/publicitaires qu’après votre consentement. Avec votre consentement, Everbridge peut 
également associer votre nom à un témoignage. 

Vous pouvez vous désabonner (ou retirer votre consentement) aux communications marketing 
Everbridge ou demander le retrait d’un témoignage de la plateforme ou de nos supports marketing à tout 
moment, comme indiqué dans « Choix supplémentaires en matière de confidentialité » ci-dessous. 

Comprendre nos clients et utilisateurs et maintenir/améliorer nos services 



Everbridge peut traiter vos données à caractère personnel pour analyser l’utilisation et la performance 
des services. Par exemple, Everbridge peut traiter les données collectées lors de vos interactions avec la 
plateforme afin de la maintenir et de l’améliorer, et de développer de nouvelles fonctionnalités/services. 
Nous pouvons suivre les pages que vous visitez et votre manière d’utiliser la plateforme et les services, y 
compris via des tiers fournissant des « cartes de chaleur » (heat maps) et des enregistrements de 
session, afin de décider d’éventuelles évolutions. Nous pouvons aussi vous envoyer des enquêtes ou 
solliciter vos retours. Everbridge peut, ponctuellement, agréger vos informations avec celles d’autres 
utilisateurs pour analyser les tendances, les préférences et les habitudes d’achat. 

Base juridique : intérêts légitimes d’Everbridge. Droit d’opposition possible (voir ci-dessous). 

Personnalisation 

Everbridge peut traiter vos données à caractère personnel afin d’enregistrer vos préférences et 
personnaliser votre expérience sur la plateforme (exemple : paramètres de langue, préférences de 
communications marketing, etc.). Une partie de ce traitement peut se faire via des interactions directes 
(en direct ou via agent d’IA) et une partie peut être non perceptible, en fonction de vos interactions 
antérieures. 

Base juridique : exécution d’un contrat (traitement nécessaire à l’exécution du contrat). 

Sécurité et prévention de la fraude 

Everbridge traitera vos données à caractère personnel si nécessaire pour protéger Everbridge, nos 
employés, clients professionnels et partenaires, ainsi que nos utilisateurs, contre la fraude, les menaces 
de sécurité et d’autres activités illicites ou nuisibles. 

Bases juridiques : intérêts légitimes et obligations légales. Droit d’opposition possible (voir ci-
dessous). 

Obligations légales 

Everbridge traitera vos données à caractère personnel afin de respecter des exigences légales et 
réglementaires et de répondre à des demandes d’autorités judiciaires, gouvernementales ou 
réglementaires. 

 
5. Comment Everbridge partage des données à caractère personnel avec des tiers 

Outre les situations spécifiques évoquées ailleurs, Everbridge peut partager des informations avec des 
tiers pour certaines finalités professionnelles ou commerciales, notamment : 

• Prestataires et partenaires commerciaux : Everbridge travaille avec des prestataires et 
partenaires tiers pour de nombreux aspects de nos activités, notamment l’exécution des 
commandes, le traitement des paiements, l’analyse des centres d’intérêt et activités des 
utilisateurs, la diffusion et le traitement d’enquêtes, les services de télécommunications, certaines 
fonctionnalités de la plateforme (exemple : chatbots), l’aide à la communication avec nos clients 
et utilisateurs, et plus généralement l’exploitation de nos activités. 

• Clients professionnels : si vous avez une relation avec un client professionnel Everbridge 
(exemple : votre employeur achète des services Everbridge pour ses salariés) ou êtes un 
membre de la famille d’une telle personne, Everbridge peut partager vos données à caractère 
personnel conformément à notre contrat avec ce client. 



• Partenaires publicitaires et marketing : Everbridge collabore avec des tiers pour la publicité et 
le marketing, par exemple des sociétés de publicité/marketing, réseaux de publicité numérique, 
courtiers en données, Fournisseurs de services d’analyse, sociétés de réseaux sociaux et 
partenaires commerciaux. 

• Sociétés affiliées ou successeurs : Everbridge peut divulguer certaines données à caractère 
personnel à ses filiales/sociétés affiliées. Vos données peuvent aussi être transférées à une 
entité qui succède (ou envisage de succéder) à tout ou partie de notre activité dans le cadre 
d’une vente, réorganisation, consolidation ou fusion. 

• Autres tiers : Everbridge divulguera des informations vous concernant, y compris à des 
organismes publics ou forces de l’ordre, lorsque nous estimons cela nécessaire pour respecter la 
loi ou protéger Everbridge, nos clients et utilisateurs, nos employés ou le public. Par exemple, 
nous pouvons divulguer des données spécifiques si nous pensons raisonnablement que cela est 
nécessaire pour : (i) enquêter sur une fraude ou un usage abusif suspecté de la 
plateforme/services ; (ii) protéger ou défendre les droits, biens ou intérêts d’Everbridge, de nos 
employés, clients et utilisateurs, ou de nos partenaires/prestataires ; ou (iii) protéger la sécurité 
personnelle de nos employés, clients et utilisateurs, ou du public. 

• Sur vos instructions ou à votre demande, ou pour protéger vos intérêts vitaux : Everbridge 
divulguera des informations vous concernant à d’autres tiers sur instruction, avec votre 
consentement, ou si nécessaire pour protéger vos intérêts vitaux (ou ceux d’une autre personne). 
Par exemple, certains services peuvent inclure le partage de votre nom et coordonnées avec des 
transporteurs, établissements médicaux et services d’immigration. Sauf urgence (exemple : 
nécessité de fournir immédiatement des informations à un établissement médical), lorsque nous 
nous fondons sur les intérêts vitaux comme base juridique, nous agirons sur vos instructions ou 
demanderons votre consentement avant de partager vos informations. 

Dans certains cas, des tiers peuvent conserver des droits de traiter des informations pour leurs propres 
finalités et/ou selon leurs propres avis de confidentialité. 

Cliquez ici pour consulter un tableau décrivant les catégories d’informations que nous divulguons pour 
une « finalité professionnelle », que nous partageons à des fins de publicité comportementale 
intercontextuelle (aussi appelée « publicité ciblée ») (au sens du droit applicable) et que nous vendons à 
des tiers contre paiement ou autre contrepartie de valeur. Comme indiqué ailleurs, nous utilisons des 
cookies et technologies de suivi similaires à des fins de publicité comportementale. Étant une entreprise 
mondiale, ces divulgations peuvent impliquer des transferts transfrontaliers, y compris, pour les résidents 
de l’EEE ou du Royaume-Uni, des transferts vers un pays tiers. Everbridge peut, par exemple, transférer 
des données de résidents du Royaume-Uni, de l’EEE, d’Australie ou du Brésil vers des tiers situés aux 
États-Unis, et inversement. Pour plus d’informations sur ces transferts, y compris les mécanismes 
juridiques, voir « Transferts internationaux de données » ci-dessous. 

 
6. Vos droits et choix en matière de protection des données 

Certaines lois étatiques et nationales en matière de protection des données (notamment celles du 
Royaume-Uni, de l’UE, du Brésil et de l’Australie) accordent aux résidents des droits concernant 
l’utilisation de leurs données à caractère personnel (parfois appelées « informations personnelles »). 
Vous pouvez contacter Everbridge selon les modalités ci-dessous pour demander à : 

• confirmer si Everbridge traite vos données à caractère personnel ; 
• vous fournir l’accès à vos données à caractère personnel ou une copie dans un format 

électronique couramment utilisé (ou le fournir à un tiers sur vos instructions) ; 
• obtenir des informations sur les tiers avec lesquels vos données ont été partagées ; 
• modifier, mettre à jour ou corriger vos données ; 
• supprimer, bloquer ou anonymiser tout ou partie de vos données ; 
• restreindre ou limiter le traitement à ce qui est permis par le droit applicable ; ou 



• vous opposer à la vente de vos données par Everbridge ou au partage à des fins de publicité 
ciblée (publicité comportementale intercontextuelle). Vous pouvez vous opposer à la publicité 
intercontextuelle en ligne ou à la vente d’informations à des tiers en cliquant sur le lien « Do Not 
Sell or Share My Personal Information ». Veuillez noter que si vous changez de navigateur ou 
d’ordinateur, ou si vous videz le cache, il peut être nécessaire de cliquer de nouveau sur le lien. 
Les sites Everbridge reconnaissent également les signaux Global Privacy Control (GPC) activés 
par les utilisateurs via leur navigateur ou extension comme des demandes valables d’opposition, 
lorsque la loi l’exige. Veuillez noter que le signal d’opposition ne s’appliquera qu’au navigateur et 
appareil actuels. Pour plus d’informations sur GPC, veuillez consulter le Global Privacy Control. 

Lorsque le traitement est fondé sur l’intérêt légitime, vous pouvez également vous opposer à ce 
traitement. Lorsque le traitement est fondé sur votre consentement, vous pouvez : (i) demander des 
informations sur votre refus et ses conséquences ; (ii) retirer votre consentement ; et (iii) demander la 
suppression de vos données après retrait du consentement. Veuillez noter que si vous retirez votre 
consentement au traitement, nous pourrions ne plus être en mesure de vous fournir des services. 

Si vous êtes résident(e) de Californie, veuillez consulter la section « California Privacy Rights » ci-
dessous. 

Veuillez noter que tous les droits ci-dessus ne sont pas absolus. Bien que ces droits ne soient pas 
toujours disponibles pour toutes les personnes, Everbridge examinera et répondra rapidement à vos 
demandes, et en tout état de cause conformément au droit applicable. Par ailleurs, l’exercice de vos 
droits ne donnera pas lieu à une discrimination ni à une dégradation du service. 

Modalités de soumission des demandes 

Vous pouvez soumettre une demande en : 

• visitant la page Everbridge « Data Subject Request » disponible ici : 
https://www.everbridge.com/about/legal/everbridge-individual-rights-request-form-and-access-
procedures 

• ou en nous écrivant à dsar.request@everbridge.com en précisant clairement votre/vos 
demande(s). 

Afin d’éviter une divulgation à une personne non autorisée et de prévenir des suppressions/modifications 
erronées, nous tenterons de vérifier que vous êtes la personne concernée par les données dont vous 
demandez l’accès, la suppression ou la correction. Nous pouvons demander votre adresse e-mail et 
votre relation avec Everbridge (exemple : utilisateur de la plateforme, salarié d’un client, etc.). Nous 
comparerons les informations fournies avec celles en notre possession pour vérifier votre identité. Nous 
pouvons aussi vous contacter à l’adresse e-mail fournie pour demander des informations 
complémentaires. Les informations collectées dans le cadre de la demande ne sont utilisées qu’aux fins 
de vérification et de réponse. 

Everbridge confirmera la réception de votre demande dans un délai de 10 jours ouvrés. Si vous ne 
recevez pas de confirmation dans ce délai, veuillez écrire à dsar.request@everbridge.com. 

Everbridge s’efforce de répondre de manière substantielle à une demande vérifiable dans les 30 jours 
suivant sa réception. Si nous avons besoin de plus de temps (jusqu’à 30 jours supplémentaires), nous 
vous contacterons à l’adresse e-mail fournie. 

Mandataire autorisé 

https://globalprivacycontrol.org/
https://globalprivacycontrol.org/
https://www.everbridge.com/about/legal/everbridge-individual-rights-request-form-and-access-procedures/
https://www.everbridge.com/about/legal/everbridge-individual-rights-request-form-and-access-procedures/
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Vous pouvez autoriser un mandataire à soumettre des demandes ou exercer vos droits. Si vous utilisez 
un mandataire, et dans la mesure permise par la loi, nous mettrons en œuvre des mesures pour vérifier 
son habilitation à agir en votre nom et pouvons exiger des informations supplémentaires afin de vérifier 
correctement votre identité et celle du mandataire ainsi que son autorisation. 

Veuillez noter qu’Everbridge peut ne pas être en mesure de répondre si nous ne pouvons pas vérifier 
votre identité, ou l’identité et l’autorité de votre mandataire, et confirmer que les données concernées se 
rapportent à vous. 

Procédure de recours (appel) 

Vous pouvez contester notre décision de refuser votre demande en écrivant à 
dsar.request@everbridge.com avec l’objet « DSAR Appeal » et en indiquant clairement la/les décision(s) 
contestée(s). Everbridge répondra dans les 45 jours suivant la réception de votre e-mail, en expliquant sa 
décision. Si vous n’êtes pas satisfait(e) de la décision sur recours et résidez dans l’un des États 
américains suivants, vous pouvez contacter l’autorité de régulation indiquée : 

• Virginie : The Virginia Attorney General (lien indiqué) 
• Connecticut : The Connecticut Attorney General (lien indiqué) 
• Colorado : The Colorado Attorney General (lien indiqué) 

Si vous vivez dans un autre État américain, vous pouvez utiliser le site indiqué pour trouver les 
coordonnées du procureur général de votre État. 

Résidents du Royaume-Uni / de l’EEE 

Vous pouvez également soumettre une réclamation auprès d’Everbridge ou auprès de l’autorité de 
contrôle compétente au Royaume-Uni (Information Commissioner’s Office) ou, si vous êtes basé(e) dans 
l’UE, auprès de l’autorité de contrôle de votre État membre (lien indiqué). 

Résidents du Brésil 

Vous pouvez déposer une réclamation formelle auprès d’Everbridge via les coordonnées de la section « 
Nous contacter ». Si Everbridge ne résout pas le problème dans un délai raisonnable, vous pouvez saisir 
l’ANPD via : https://www.gov.br/anpd/pt-br. 

Résidents d’Australie 

Vous pouvez déposer une réclamation formelle auprès d’Everbridge via les coordonnées de la section « 
Nous contacter ». Si nous n’avons pas répondu dans un délai raisonnable, vous pouvez, au titre du 
Privacy Act (1988 CTH), déposer une plainte auprès de l’OAIC via www.oaic.gov.au ou par téléphone au 
1300 363 992. 

Résidents de pays non listés ci-dessus 

Si vous résidez dans un pays non mentionné, vous pouvez également disposer du droit, au titre de la loi 
locale sur la protection des données, de déposer une réclamation auprès d’Everbridge via les 
coordonnées de la section « Nous contacter », ou auprès de l’autorité nationale compétente. 

Choix supplémentaires en matière de confidentialité 

mailto:dsar.request@everbridge.com
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• E-mails : vous pouvez vous désabonner des e-mails marketing Everbridge en cliquant sur le lien 
de désinscription en bas de ces e-mails, ou en écrivant à privacy-unsubscribe@everbridge.com 
ou en appelant le +1-781-373-9800. 

• Marketing téléphonique : vous pouvez retirer votre consentement aux appels marketing 
Everbridge en écrivant à privacy-unsubscribe@everbridge.com ou en appelant le +1-781-373-
9800. 

• Courrier postal : vous pouvez demander à être retiré(e) de notre liste d’envoi postal en écrivant 
à privacy-unsubscribe@everbridge.com ou en appelant le +1-781-373-9800. 

• Cookies et technologies similaires : 
Vous pouvez refuser certains cookies tiers en suivant les instructions de votre 
appareil/navigateur, ou en utilisant les outils de désinscription fournis par : 

o Digital Advertising Alliance (DAA) : http://www.aboutads.info/choices/ 
o Network Advertising Initiative (NAI) : http://optout.networkadvertising.org 

Veuillez noter que les refus de cookies sont spécifiques à l’appareil et au navigateur. 
Vous pouvez continuer à voir des publicités ciblées Everbridge sur un autre 
appareil/navigateur sauf si vous y effectuez également le refus. 
Par ailleurs, si vous refusez nos cookies, votre utilisation de la plateforme peut être 
moins fluide. 

• Accès de l’application mobile au contenu et aux données de localisation précises : si vous 
avez consenti au traitement du contenu soumis via les réglages des applications mobiles 
Everbridge (exemple : téléversement de photos/documents, création d’enregistrements 
audio/vidéo), vous pouvez modifier ces autorisations à tout moment dans les réglages des 
applications. De même, vous pouvez désactiver à tout moment le partage de vos données de 
localisation précises et/ou « données de mouvement ». 

• SMS : si vous avez choisi de recevoir des SMS dans le cadre d’un service, vous pouvez modifier 
vos préférences ou vous désabonner en ajustant les réglages de votre profil/compte, en 
répondant STOP à un SMS Everbridge, en écrivant à privacy-unsubscribe@everbridge.com, ou 
en appelant le +1-781-373-9800. Veuillez noter qu’Everbridge n’utilise pas les coordonnées 
fournies par les utilisateurs ou clients entreprise dans le cadre des services à des fins marketing 
ou hors services. Les données d’opt-in mobile ne seront pas partagées avec des tiers, sauf pour 
les besoins du service. 

• Témoignages : lorsque vous fournissez un témoignage, Everbridge peut l’afficher sur la 
plateforme ou dans ses supports marketing. Avec votre consentement, nous pouvons y associer 
votre nom. Vous pouvez demander le retrait de votre témoignage à tout moment en nous 
contactant à marketing@everbridge.com.  

 
7. Chatbots 

Everbridge a intégré des fonctionnalités de chatbot (intelligence artificielle) sur ses sites web afin d’aider 
les utilisateurs à poser des questions générales et à demander des informations sur nos services. Vos 
interactions avec un chatbot sont volontaires. Vous seul(e) décidez d’interagir ou non avec un chatbot et 
des informations que vous choisissez de divulguer. AVEC VOTRE CONSENTEMENT PRÉALABLE, 
VOS CONVERSATIONS AVEC NOS CHATBOTS PEUVENT ÊTRE ENREGISTRÉES PAR OU POUR 
LE COMPTE D’EVERBRIDGE. Everbridge utilisera les informations divulguées via le chatbot, ainsi que 
les métadonnées associées, et éventuellement des traitements d’IA en arrière-plan sur du contenu 
Everbridge, (i) pour répondre à vos demandes/questions, (ii) pour analyser, évaluer et améliorer nos 
produits et services, et (iii) à des fins de marketing et de publicité de nos services. Everbridge peut 
divulguer ces informations (y compris l’enregistrement) comme décrit dans « Comment Everbridge 
partage des données à caractère personnel avec des tiers », notamment au prestataire fournissant la 
fonctionnalité de chatbot. Everbridge conservera les informations collectées via le chatbot et les 
métadonnées associées pendant la durée indiquée dans « Conservation » ci-dessous. 
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8. Enfants 

Everbridge ne demande ni ne collecte sciemment de données à caractère personnel concernant des 
enfants, sauf si cela est nécessaire pour fournir nos services au parent/tuteur de l’enfant, ou à 
l’employeur du parent/tuteur. Les enfants ne sont pas autorisés à créer des comptes Everbridge. Si vous 
pensez que des données à caractère personnel d’un enfant ont été fournies à Everbridge sans 
consentement requis, veuillez nous contacter à privacy@everbridge.com. 

 
9. Sécurité 

La sécurité de vos données à caractère personnel et des informations de nos clients professionnels est 
importante pour Everbridge. Everbridge a mis en place des mesures de protection commercialement 
raisonnables destinées à sécuriser vos données contre la perte accidentelle et contre l’accès, l’utilisation, 
la modification et la divulgation non autorisés. Toutefois, Everbridge ne peut pas garantir la sécurité des 
informations transmises via Internet ou stockées dans ses bases de données. Vos transmissions 
s’effectuent donc à vos risques. Vous pouvez contribuer à protéger vos informations en : évitant d’inclure 
inutilement des informations sensibles, choisissant des mots de passe robustes et uniques pour votre 
compte Everbridge et les adresses e-mail associées, et en utilisant des fonctionnalités de sécurité telles 
que l’authentification unique (SSO) et l’authentification multifacteur. 

 
10. Conservation 

Everbridge conserve les données à caractère personnel aussi longtemps que raisonnablement 
nécessaire à la finalité pour laquelle elles ont été collectées (par exemple, pour vous fournir les services 
demandés), sauf obligation légale de les supprimer plus tôt ou de les conserver plus longtemps. 
Everbridge conserve également les données si nécessaire pour respecter ses obligations légales, 
résoudre des litiges, poursuivre des intérêts légitimes, réaliser des audits et protéger ou faire valoir ses 
droits. 

 
11. Transferts internationaux de données 

Les données à caractère personnel traitées par Everbridge peuvent être transférées et/ou stockées sur 
ses serveurs ou ceux de tiers dans un pays différent de celui où elles ont été collectées. Everbridge peut, 
par exemple, transférer des données de résidents du Royaume-Uni, de l’EEE, d’Australie ou du Brésil 
vers des serveurs d’Everbridge (ou de ses prestataires/partenaires) situés aux États-Unis, et 
inversement. Les données peuvent aussi être traitées par des collaborateurs d’Everbridge ou de 
prestataires/partenaires dans un pays différent. Certaines lois exigent la mise en place de garanties pour 
les transferts transfrontaliers. Pour plus d’informations sur la conformité d’Everbridge aux exigences de 
transfert du Royaume-Uni et de l’UE, veuillez consulter la page « Compliance with UK and EU Transfer 
Requirements » disponible ici : 

https://www.everbridge.com/about/legal/everbridge-transfer-requirements-paper. 

Cadres UE–États-Unis (y compris l’extension RU) et Suisse–États-Unis (Data Privacy Framework) 

Everbridge, Inc. et certaines de ses filiales américaines participent au EU-US Data Privacy Framework, à 
l’extension RU du EU-US Data Privacy Framework, et au Swiss-US Data Privacy Framework. Des 
informations complémentaires sont disponibles ici : 

https://www.everbridge.com/about/legal/everbridge-data-protection-framework-2/. 

mailto:privacy@everbridge.com
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12. Conditions d’utilisation du site web 

Les conditions d’utilisation des sites web d’Everbridge et de ses filiales/sociétés affiliées sont disponibles 
ici : 

https://www.everbridge.com/about/legal/everbridge-terms-of-use. 

 
13. Liens vers d’autres plateformes ; plateformes de réseaux sociaux 

La plateforme Everbridge peut contenir des liens vers des sites détenus et exploités par des tiers (« 
plateformes tierces »). Nous vous encourageons à consulter les politiques de confidentialité de ces 
plateformes tierces afin de comprendre comment elles collectent, utilisent et partagent vos informations. 
Everbridge n’est pas responsable des politiques de confidentialité ni du contenu des plateformes tierces. 

Si vous échangez avec Everbridge sur une plateforme de réseaux sociaux (exemple : LinkedIn, 
Facebook, Twitter, etc.), nous pouvons vous contacter par message direct ou utiliser d’autres outils de la 
plateforme pour interagir avec vous. Dans ce cas, vos communications et interactions sont régies par la 
présente politique de confidentialité ainsi que par l’avis de confidentialité de la plateforme de réseaux 
sociaux utilisée. 

 
14. Nous contacter 

Pour toute question, commentaire ou réclamation concernant nos pratiques de confidentialité, ou si vous 
avez besoin d’accéder à cette politique dans un format alternatif en raison d’un handicap, veuillez nous 
contacter : 

Everbridge, Inc. 
À l’attention du/ de la Privacy Officer 
8300 Boone Blvd, Suite 800 
Vienna, Virginia 22182 

E-mail : privacy@everbridge.com 
Téléphone : +1-781-373-9800 

 
15. Informations complémentaires pour les résidents de Californie 

La loi californienne nous impose de fournir les informations complémentaires suivantes. Si vous êtes 
résident(e) de Californie, les divulgations ci-dessous s’appliquent en plus du reste de la politique. 

« Shine the Light » (Californie) 

Si vous souhaitez plus d’informations sur les catégories d’informations personnelles (le cas échéant) que 
nous partageons avec des tiers ou des sociétés affiliées afin qu’ils les utilisent pour du marketing direct, 
veuillez soumettre une demande écrite via les coordonnées figurant dans « Nous contacter ». 

Divulgation concernant les informations sensibles (Californie) 

Nous collectons les catégories suivantes d’informations personnelles sensibles (au sens de la loi 
californienne) : identifiant et mot de passe de compte, géolocalisation précise, certaines informations 

https://www.everbridge.com/about/legal/everbridge-terms-of-use


financières, identifiants délivrés par l’administration, ainsi que des caractéristiques d’une catégorie 
protégée (exemple : âge, sexe, race) aux fins d’identifier de manière unique un consommateur. Ces 
informations sont collectées pour vous permettre d’accéder à la Plateforme et de l’utiliser, respecter la loi, 
gérer nos activités, vous fournir des services et vous proposer un emploi, entre autres. 

Informations personnelles sensibles. Everbridge peut collecter et traiter des catégories d’informations 
personnelles sensibles dans la mesure nécessaire à la fourniture de ses services. Everbridge n’utilise ni 
ne divulgue ces informations à d’autres fins que celles prévues par Cal. Reg. tit. 11 § 7027(m). 

Explication de vos droits 

Le CCPA confère aux résidents de Californie des droits spécifiques concernant leurs informations 
personnelles. Voir « Vos droits et choix en matière de protection des données » ci-dessus. En plus, les 
résidents de Californie peuvent demander à Everbridge de divulguer des détails supplémentaires, 
notamment : les catégories d’informations personnelles, les catégories de sources, les finalités 
professionnelles/commerciales de la collecte/vente/partage, les catégories de tiers auxquels Everbridge a 
divulgué des informations, et les éléments spécifiques collectés. Les modalités de demande figurent dans 
« Vos droits et choix… ». 

 
16. Résidents du Nevada 

Si vous êtes un consommateur résidant au Nevada, vous avez le droit de demander à une entreprise de 
ne pas vendre vos données à caractère personnel, contre contrepartie monétaire, à certaines autres 
parties. Ce droit s’applique même si vos données ne sont pas actuellement vendues. Pour l’exercer, vous 
pouvez soumettre une demande en écrivant à privacy@everbridge.com ou par courrier à : Everbridge, 
Inc., 8300 Boone Blvd, Suite 800, Vienna, Virginia 22182, À l’attention du/ de la Privacy Officer. 

 
17. Résidents du Royaume-Uni et de l’EEE – Avis de confidentialité au titre de l’article 14 

Everbridge peut, de temps à autre, obtenir des données à caractère personnel auprès d’une source autre 
que la personne concernée directement (ou auprès d’un sous-traitant/partenaire ayant obtenu ces 
données directement de la personne pour le compte d’Everbridge), notamment auprès d’organisateurs 
d’événements/conférences, de prestataires de génération de prospects et de partenaires de confiance 
avec lesquels Everbridge mène des actions de co-marketing. Dans ces circonstances, Everbridge peut 
obtenir vos coordonnées, notamment votre nom, votre fonction et le nom de votre employeur. 

Les sections « Comment Everbridge partage des données à caractère personnel avec des tiers » et « 
Vos droits et choix… » s’appliquent aux données obtenues dans le cadre de la présente section. 

 
18. Tableau : comment nous partageons vos informations 

Conformément au droit applicable, le tableau ci-dessous décrit les catégories d’informations que nous 
divulguons pour une « finalité professionnelle », que nous partageons à des fins de publicité 
comportementale intercontextuelle (aussi appelée « publicité ciblée ») (au sens du droit applicable), et 
que nous vendons à des tiers contre paiement ou autre contrepartie de valeur. Veuillez noter que ce 
tableau fournit une information générale ; il ne signifie pas nécessairement que nous avons effectué 
toutes les opérations ci-dessous avec vos informations. 

 

mailto:privacy@everbridge.com


 

Catégorie 
d’informations 
personnelles 

Divulgations pour une 
finalité professionnelle 

Partage pour 
publicité 

intercontextuelle 

Vente contre 
paiement ou autre 

contrepartie 
Identifiants (nom réel, 
alias, adresse postale, 
identifiant personnel 
unique, identifiant en 
ligne, adresse e-mail, 
nom de compte, etc.) 

• Sociétés affiliées/filiales 
• Partenaires 

commerciaux 
• Fournisseurs de 

services 
d’analyseFournisseurs 
de services 
d’analyseFournisseur 
d’accès à Internet  

• Partenaires de co-
marketing 

• Systèmes d’exploitation 
et plateformes 

• Autres prestataires ; 
• Processeurs de 

paiement et institutions 
financières  

• Prestataires 
professionnels 
(auditeurs, cabinets 
d’avocats) 

• Réseaux 
publicitaires  

• Sociétés 
affiliées/filiales 

• Partenaires 
commerciaux 

• Fournisseurs de 
services 
d’analyseFournisseu
rs de services 
d’analyseSystèmes 
d’exploitation et 
plateformes 

Aucune 

Informations 
commerciales 
(services obtenus, 
préférences concernant 
la plateforme, 
historiques/tendances 
de consommation) 

• Sociétés affiliées/filiales 
• Partenaires 

commerciaux 
• Fournisseurs de 

services d’analyse 
• Fournisseurs d’accès à 

Internet 
• Partenaires de co-

marketing 
• Systèmes d’exploitation 

et plateformes 
• Autres prestataires ; 
• Processeurs de 

paiement et institutions 
financières 

• Prestataires 
professionnels 
(auditeurs, cabinets 
d’avocats) 

• Réseaux 
publicitaires  

• Sociétés 
affiliées/filiales 

• Partenaires 
commerciaux 

• Fournisseurs de 
services d’analyse  

• Systèmes 
d’exploitation et 
plateformes 

Aucune 

Identifiants délivrés 
par l’administration 
(numéro de sécurité 
sociale, permis de 
conduire, identifiant 
d’État, passeport) 

Aucune Aucune Aucune 

Caractéristiques de 
classes protégées 
(âge, sexe, race, 

Aucune Aucune Aucune 



origine ethnique, 
handicap 
physique/mental, etc.) 
Informations 
financières (numéro 
de compte bancaire, 
carte de crédit/débit, 
etc.) 

Aucune Aucune Aucune 

Activité Internet ou 
autre réseau 
électronique 
(historique de 
navigation/recherche, 
interactions avec un 
site/application/publicité
) 

• Sociétés affiliées/filiales 
• Partenaires 

commerciaux 
• Fournisseurs de 

services d’analyse 
• Fournisseurs d’accès à 

Internet Systèmes 
d’exploitation et 
plateformes 

• Autres prestataires 
• Prestataires 

professionnels 
(auditeurs, cabinets 
d’avocats) 

• Réseaux 
publicitaires 

• Sociétés 
affiliées/filiales 

• Partenaires 
commerciaux 

• Fournisseurs de 
services d’analyse  

• Systèmes 
d’exploitation et 
plateformes 

Aucune 

Informations 
audio/électroniques/vi
suelles/thermiques/olf
actives ou similaires 
(exemple : 
enregistrements 
d’appels de service 
client) 

• Sociétés affiliées/filiales 
• Partenaires 

commerciaux 
• Fournisseurs de 

services d’analyse 
• Fournisseurs d’accès à 

Internet Systèmes 
d’exploitation et 
plateformes 

• Autres prestataires 
• Prestataires 

professionnels 
(auditeurs, cabinets 
d’avocats) 

• Sociétés 
affiliées/filiales 

• Partenaires 
commerciaux 

• Fournisseurs de 
services d’analyse 

• Systèmes 
d’exploitation et 
plateformes 

Aucune 

Informations 
professionnelles ou 
relatives à l’emploi 
(profession, références) 

Aucune Aucune Aucune 

Informations relatives 
à l’éducation (dossiers 
scolaires) 

Aucune Aucune Aucune 



Inférences (déduites 
des informations ci-
dessus) 

• Sociétés affiliées/filiales 
• Partenaires 

commerciaux 
• Fournisseurs de 

services d’analyse 
• Fournisseurs d’accès à 

Internet Partenaires de 
co-marketing 

• Systèmes d’exploitation 
et plateformes 

• Autres prestataires 
• Processeurs de 

paiement et institutions 
financières  

• Prestataires 
professionnels 
(auditeurs, cabinets 
d’avocats) 

• Réseaux 
publicitaires 

• Sociétés 
affiliées/filiales 

• Partenaires 
commerciaux 

• Fournisseurs de 
services d’analyse 

• Systèmes 
d’exploitation et 
plateformes 

Aucune 

 


